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CYBER SECURITY ASSIGNMENT
QUESTION

DAY 48

1. Define session hijacking and describe three techniques used
to discover and exploit session vulnerabilities.

2.Explain the concept of network-level session management
and its importance in securing sessions.

3.Design a session hijacking simulation exercise to
demonstrate the risks of insecure session management.

4.Develop a network-level session management strategy to
enhance the security of a web application.

5.Conduct an audit of network-level session management
practices for a web application and propose
recommendations for improvement.


